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3AHIUTA JAHHBIX C HOMOLIBIO BITLOCKER

AHHOmMauua’ 6 pamKax OaGHHOU CMamby paccMompena 3auwuma Oucka ¢ noMo-
wvlo scmpoernotll npoepammsl BitLocker (BitLocker Drive Encryption), a maxoice

wugposanue moma, NPUHYUNGL WUDPOBAHUS U NPOBEPKA YEeLOCTMHOCTU.

Knroueswie cnosa: 3awyuma oucka, BitLocker, wiugposanue moma, npogeepka ye-

JOCnHocmu.

Texunonorust BitLocker BbImoNHSET ABE B3aUMOIOMIONHSIONINE, HO Pa3IHYHbIC
byHKIUY:

1. lIudposanue Beero Toma OC Windows®.

2. [IpoBepka 1eI0CTHOCTH 3arpy30YHbIX KOMIMOHEHTOB OC Ha KOMIBIOTEpax C
COBMECTHMBIM JIOBEPEHHBIM TIaTPOPMEHHBIM MotysieM (TPM).

Taxoke BitLocker mognepxuBaeT MHOTO(haKTOPHYIO POBEPKY MOMITHHHOCTH IS
JIMCKOB OIEepalMoHHON cucteMbl. [ aToro TpedyroTcsi coBMecTrumbie Bepcuu 1PM
(1.2 wm 2.0) u BIOS, nognepxuBaromias TPM u ctaTideckuii KOpeHb U3MEPESHHS J10-
Bepus (Static Root of Trust Measurement), onpenenennsiii B cienudukaiusx 1CG.
Hanee 6osiee moapoOHO paccMOTPUM (DYHKIMH M IPUHLKIT IIU(POBAHUS.

Ionnoe wugposanue moma. udpoBanuo MoOANEKUT TOM, a HE HUIUIECKUN
auck. ITpu 3ToM TOM MOXKET 3aHUMAaTh 4aCTh JUCKA, BKIIOUATh JUCK LEIUKOM, a MOXKET

COCTOATh UX MaCCHUBa HECKOJBbKHNX AHCKOB.
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[Tpu 5TOM HEOOXOIMMO YYUTHIBATh, YTO JKECTKHH HUCK OJDKEH OBITH Pa3ouT
XO0Ts ObI HA JIBA JTUCKA:

1. luck onepaliioOHHON CUCTEMBI (MJIU 3arpy304YHbIN TUCK), KOTOPBIM COACPIKUT
OTIEPAIIMOHHYIO CUCTEeMY U (haidiibl, HEOOXOIUMBIE JUIsl €€ PadOThI, JOJIKEH OBITh OT-
dbopmaTupoBan B ¢aiinoBoit cucreme NTFS.

2. CucTeMHBI JOHCK, coaepxamuid (aiapl, HEOOXOAUMBIE ISl 3arpy3KH
Windows niocnie Toro, kak BIOS 3arpy3ut miardopmy. i aToro nucka mmdpoBaHme
BitLocker ne Britouaercs. Jlns padotsr mudposanus BitLocker cucremusiii nuck He
JOJKEH OBITH 3alM(POBaH, OH HE JOJIKEH SBISATHCS TOMOM OTICPAIIMOHHON CUCTEMBI
U JTOJDKEH ObITh oTpopmatupoBaH B ¢aiinoBoit cucreme NTFS. EMkocTh cucTeMHOT0
JMCKa JobkHA ObITh He MeHee 1,5 ruradait (I'B).

Haunnas ¢ Windows Vista SP1 nosiBmirack BO3MOKHOCTh ITU(PPOBATH HECHCTEM-
Hble ToMa. [locne cozmanus pa3aenoB HEOOXOUMO HHUITMAIU3UPOBaTh | PM-Moayib
B I1K, r1ie on ecth, u aktuBHpoBaTh BitLocker. B Windows 7 mosisuics BitLocker To
GO0, mo3BoAOmMKKA MHUGPOBATh CMEHHBIC HOCHTEINH, a TAKKE CHIDKCHBI TPEOOBAHUS
JUTSL 3arpy304HOi yactu, s Heé gqocrtatouno 100 M6. Ilpu ycranoske Windows 7 Ha
MyCTOM JIUCK 3arpy304HBIN pa3/ies CO30aETCsI aBTOMATUYECKH.

Ipunyun wugposanus. BitLocker ucnonb3yet anroputm AES, Bcero 1ocTymnHo
4 Bapmanuy B 3aBUCHMOCTH OT HACTPOCHHOM JITTMHBI KJTFOYA:

— AES 128;

— AES 128 c Elephant diffuser (ucionp3yercs mo ymoa4aHuio);

— AES 256;

— AES 256 c Elephant diffuser.

BriOpanbrit Tom mudpyrorces kirodoMm mudposanus Bcero toma (full-volume
encryption key, FVEK). 3arem kimtou FVEK mmdpyercss OCHOBHBIM KIIFOYOM TOMa
(volume master key, VMK).

Kmtou FVEK B 3ammdpoBanHOM BHIE XPaHUTCS HA JAUCKE CPEON METaJaHHBIX

TOMaA. HpI/I O9TOM OH HHKOI'Ja HC II0I1aAacT Ha JHUCK B paCHII/I(l)pOBaHHOM BUAC.
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Kimrou VMK toxe mmudpyercs, uim «0oXpaHsercs», OJHUM WIH HECKOJIbKHUMHU
npegoxpanurensimMu kiodei. [Ipenoxpanurens no ymonyanuto — TPM. Tlapons Boc-
CTaHOBJICHMSI TOKE CO3/A€TCsI KaK MPEAOXPAHUTEIb Ha CIy4Yall SKCTPEHHbBIX CUTYAlLIH.

B cnyuae orcyrctBus coBmectumoro TPMumu BIOS, cucrema morpebyer ot
nojb3oBatens BeraBiaTh USB-kimtou 3amycka, 4To0bl 3aIlyCTUTh KOMITBIOTEP WIIN BbI-
BECTU €r0 U3 CIIAILEro pexxuma. JlaHHbIN BapuaHT He 00eCleYMBaeT MPOBEPKY LEIOCT-
HOCTH CHCTEMBI Iepe]l 3aIyCKOM, MpenocTaBisieMyto mudposanueM BitLocker ¢ mo-
BEPEHHBIM IJIAT(OPMEHHBIM MOJTIYJIEM.

MO0>XHO MOBBICUTH 3AIIMILIEHHOCTh 33 CYET IBYX(AKTOPHOU MPOBEPKU MOJIUH-
HOCTH, 17151 3T0ro 00beauHuB TPM ¢ unciossim [TMH-k010M MU ¢ YaCTUYHBIM KITHO-
yoM, XxpaHuMbIM Ha USB-nakomnurerne.

BitLocker moxxHO OTKJIIOUMTB, HE pacmM(poBBIBas NaHHBIE. B 3TOoM ciyuae
k104 VMK 3amumiaercst ToJIbKO HOBBIM NPEAOXpPaHUTENEM KJIH04a, KOTOPBIA Xpa-
HUTCS B HE3aIIM(POBAHHOM BHJI€. DTOT KIIFOY O3BOJISIET CUCTEME MOJIy4aTh JOCTYII K
JIMCKY TaK, CJIOBHO OH HE 3alIM(pOBaH.

[Tpu 3amycke cucTeMa MILET MOIXOIAUIUN MPEAOXPAHUTEINb KIIH0Ya, OMpallnBast
TPM, iposepsist moptel USB i, ecniu He00X0AMMO, 3ampalinBasi moab30BaTess (4To
Ha3bIBaeTCsl BOoccTaHoOBNIeHUEM). OOHapyXeHUE NPEIOXPaHUTENS KIH4a MO3BOJISIET
Windows pacmmmdposare kirou VMK, kotopsiM pacmudpossiBaetes kirou FVEK,

KOTOPBIM pacmn(poBBIBAIOTCS JaHHBIC Ha AUcKe. Beck mporecc moka3aH Ha puc. 1.
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Puc. 1. IIponecc 3amycka BitLocker mo ymom4anuio

IIposepxa yerocmnocmu. I10CKONBKY KOMIIOHEHTBI, BBIIOJHSOIINE HAYAIbHYIO
CTaJIMIO 3arpy3KH, JOJDKHBI OCTaBaThCs He3alIM(PpPOBaHHBIMU (MHAYE KOMIIBIOTEP HE
CMOXET 3aIyCTUTHCS ), 3TI0YMBIIIJICHHUK MOXKET U3MEHHUTh UX KO (co31ath rootkit) u
TaK MOJXYYUTh JOCTYI K KOMIIbIOTEPY, Aa’Ke €CIU JaHHbIE Ha IUCKE OCTaHyTCA 3allu}-
POBaHHBIMH, YTO OTKPBIBAET JOCTYI K KOH(UICHIUATBLHON MH(OpMAaIIK, HAPUMED,
rirouam BitLocker wmu maponsim monb3oBatesield, KOTOpble MOTYT OBITh HCIIOJB30-
BaHbI U151 00X0/1a IPYTUX CPEIACTB 3AMIUTHI.

HIudposanue BitLocker moxer mcnonap3oBaTh MOBEPEHHBIN IUIATQOPMEHHBIN
MOJYJb JJisi TPOBEPKH 1IEJIOCTHOCTH KOMIIOHEHTOB 3arpy3KHd M JIaHHBIX KOHQUTypa-
[IUM 3arpy3KH. DTO MOMOTAeT rapaHTUPOBAaTh, UTO MPU UCIIOJIb30BAHUN MU POBAHUS
BitLocker mmudpoBanHbIii Auck OyIeT TOCTYNEH, TOJIBKO €CIH STH KOMIIOHCHTHI HE
OBLIIM TIOJIMEHEHBI U IIU(YPOBAHHBIN JUCK YCTAHOBIIEH B UCXOJAHOM KOMITBIOTEPE.

Iupposanue BitLocker momoraer rapaHTHpoBaTh ICIIOCTHOCTh MpoIlecca 3a-
ITyCKa C TOMOIIBIO CIEAYIOIINUX ICUCTBUM:

1. Ob6ecnieuenue crnocoba MPOBEPKHU IETOCTHOCTH KOpHEBOTO (aitnia u (aiinos,

UCIIOJIb3yEMbIX Ha PAHHUX 3Talax 3arpy3Ku, U TapaHTUPOBAHUE OTCYTCTBUS BPaXKIe0-
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HBIX U3MEHECHHH B 3TUX (aiiiax, KOTOPhIE MOTJIH OBITh BBIITOTHEHBI, HATPUMED, BUPY-
caMH 3arpy30YHBIX CEKTOPOB WM CPEACTBAMU PEIAKTUPOBAHWS KOMIIOHEHTOB 3a-
TPY3KH.

2. YnydiieHHas 3aiuTa, IpoTUBOCTOSIIAs POTPAMMHBIM aTakaM, KOTJja KOMIThb-
I0TE€p HaxoAUuTcs BHE ceTu. JIro0oe aabTepHATHBHOE IPOrPAMMHOE o0ecreyeHune, Ko-
TOPOE MOXKET 3aIyCTUTh CUCTEMY, HE TIOJYUYUT JOCTYM K KIt04aM Mmu(POBAHUS TSI
JHCKa ornepanronHoi cuctemsl Windows.

3. broxupoBka cuctemsl npu 3amene ¢aina. Eciau 11060 U3 KOHTPOIHPYEMbIX
¢aiinoB ObLUT 3aMEHEH, CUCTEMA HE 3aIyCTUTCS. ITO NMPEAYNPEIUT MOTH30BATENS O 3a-
MEHE, TaK KaK CHCTeMa HE CMOKET ObITh 3amyllieHa B OOBIUHOM mMopsjke. B ciydae
OmokupoBKH cucTembl mudpposanne BitLocker obecnieunt mpocToit mporecc BoccTa-
HOBIICHUSI.

XO0Ts IpOBEpKa LETOCTHOCTU HE rapaHTUPYET aOCOIIOTHYIO 3alIUTY, 3TOTO J10-
CTaTOYHO, YTOOBI 3HAYUTEIHHO YCIOXKHUTH 3a/1a4y BEPOSITHOMY 3JI0YMBIILJICHHUKY U
PEIOTBPATUTH PAJ YTPO3.

Pesromupysi, MoskHO OTMETUTH, uTo BitLocker Bo3MoxHO MCTIOIB30BATH KaK HH-
CTPYMEHT 00€ecTieueHHUs 3allUThl JAaHHBIX OT HEXeNIaTelbHOro o3HakomieHusa. K ero
HECOMHEHHBIM IUTFOCAM MOYXHO OTHECTH: BO3MOXHOCTb 00Jiee JeTanbHOU HACTPONKH
I0JT CBOM HY’K[IbI, IIH(PpOBaHNE TOMOB, CPABHUTEIHLHO HU3KOE CHIYKEHHE TTPOU3BOIH-
TEIBHOCTH JMCKOB, a TaKXe BbIOOp crocoOa 3ammuThl Kirova. K HemocTaTkam ke
MOKHO OTHECTH: HEOOX0UMOCThL coBmecTumoro TPM u BIOS st monHOIIEHHOM pa-
00TBI, OTpaHUYEHUE HA JUCKOBOE MPOCTPAHCTBO, BEPOSITHOCTH MOTEPATHh JAaHHBIC B
cllydae yTpaThl KIF04a, YSI3BUMOCTh TIepe]] HEKOTOPBIMHU YIPO3aMHU.

Takum 00pa3oM MOXKHO CAENAaTh BBIBOJ, YTO OAHOTO JIUIIL MU(DPOBAHUS IS
MOJIHOLIEHHOM 3alIMThl HEAOCTATOYHO, & CaMO €TI0 MPUMEHEHHE HE BCET/Ia OMPaBIaHo.
HmenHo mosToMy, Tipex ie 4eM ucrob3oBath BitLocker, crout onpeaenuts HeoOXo-

AUMOCTB €TI0 HCIIOJIb30BaHUA.
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