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Стратегия развития информационного общества в Российской Федерации», 

утвержденная Президентом РФ в 2008 г. [1], определяет, что к 2015 г. все госу-

дарственные услуги должны быть переведены в электронную форму, а это зна-

чит, что мы должны и будем жить в формате электронного государства: элек-

тронного правительства, электронной полиции и электронного документообо-

рота. Информационные технологии становятся ключевым фактором для оптими-

зации деятельности всех федеральных органов, не исключая и Министерство ор-

ганов внутренних дел РФ. Сотрудникам органов внутренних дел, с момента 

вступления в силу Федерального закона РФ «О полиции» [2], вменяется в обя-

занность использовать достижения науки и техники, информационные системы, 

сети связи, а также современную информационно-телекоммуникационную ин-

фраструктуру. В рамках внедрения информационных технологий в деятельность 

органов внутренних дел РФ Указом Президента РФ от 1 марта 2011 г. №248 [3] 
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в структуре МВД РФ создан Департамент информационных технологий, связи и 

защиты информации МВД России. 

Основными задачами Департамента являются: 

− совершенствование информационных и телекоммуникационных техноло-

гий; 

− совершенствование автоматизированных информационных систем; – раз-

работка современных цифровых систем связи; 

− противодействие технической разведке; 

− техническая защита информации; – формирование и поддержание инфор-

мационных ресурсов; 

− межведомственное информационное взаимодействие; – реализация госу-

дарственных и ведомственных программ в рамках информатизации и других за-

дач. 

Основным направлением работы Департамента является частое участие, 

наряду с остальными федеральными органами федеральной и исполнительной 

власти, в операции перехода к предоставлению электронного вида государствен-

ных услуг. 

На сегодняшний день информатизация работы органов внутренних дел 

огромное внимание данной проблеме уделяется в подготовке юных специали-

стов. Реализация в учебном процессе новых технологий и программ способ-

ствует прогрессу качества профессиональной компетенции слушателей и кур-

сантов, способных успешно брать на себя функциональные обязанности работ-

ников органов внутренних дел и имеющими навыками применения инновацион-

ных методов и форм оперативно-служебной деятельности. 

В промежуток с 2013 по 2016 г. в Министерстве внутренних дел разрабаты-

вается комплексный план обеспечения образовательных учреждений и предпри-

ятий МВД России инновационными образцами технических ресурсов, обеспече-

ния образовательных процессий на общую сумму 1,4 млрд руб. 

С 2015 г. авторскими коллективами образовательных учреждений МВД 

России разработаны и успешно внедрены в учебный процесс 27 инновационных 
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образовательных программ, основанных на современных информационных тех-

нологиях. Кроме того, в образовательных учреждениях МВД России созданы вы-

сокотехнологические, современные учебные полигоны, максимально прибли-

женные к реальности несения службы. 

В целях повышения практической ориентации и качества образования регу-

лярно оцениваются остаточные знания курсантов и студентов. Кроме того, каж-

дый год руководители территориальных органов МВД России оценивают каче-

ство подготовки каждого выпускника системы образования Министерства внут-

ренних дел, их деловых и моральных качеств. На этом этапе внедрения ИТ-тех-

нологий в операциях ОВД все еще есть много недостатков, не все они все еще 

развиты и функционируют без изъянов, но, несмотря на все недостатки, более 

90% преступлений исследуются с использованием информационных техноло-

гий. 
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