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IBOJIOLIMA KUBEPYI'PO3: HOBBIE TPEH/IbI
N CTPATEI'MM 3AILIUTDBI

Aunnomauyusn’ 6 pabome ucciedyiomcs npeodpazo8anusi NPUPoOsbl COBPEMEHHbIX
Kubepyzpo3, 8vi36aHubie Yyu@dposuzayuer 0ouecmea u WUpoKUMY MexHoI0SUAMU PAC-
NpPeOeNéHHbIX BbIUUCTIeHUN, 0OJIAYHLIX CePEUCO8, UHMEPHemAa 8ewyell U UCK)CCIEEeH-
Hoeo unmennekma. Ommeduaemcs cywecmeeHHoe UsMeHeHue Xapakmepucmux amax:
OM MOYEYHBIX BUPYCHBIX HAPYULEHUT U JIOKATILHBIX BMOPHCEHUL K CILONCHO YCMPOEH-
HBIM, 00JI20CPOYHBIM U A0ANMUBHBIM Kamnanusim. Paccmampusaromes cospementvie

nO0X00bl K HOCMPOEHUIO 0e30NACHOU apXUMeKmypbl.

Knroueswie cnosa: xubepyzposvl, ungopmayuonnas besonacnocms, deepfake, co-

yuanvras undicenepus, APT, yughposas mpancghopmayus, uckyccmeeHHvlll UHMeIeKm.

[udposas Tpanchopmariust oOIIECTBA, COMPOBOKAAIOIIASICS MOBCEMECTHBIM pac-
poCTpaHeHHUEM O0JTaYHBIX CEPBUCOB, MHTepHeTa Betiei (I0T) U HCKYCCTBEHHOTO MHTEI-
nekta (M), cyiiecTBEHHO MEHSIET IPUPOTY COBPEMEHHBIX KHOEpyrpo3. BMecTo Toueu-
HBIX aTaK COBPEMEHHBIE YTPO3bI CTAHOBSATCS CIIOKHBIMH, THOKIUMHY U aTallTUBHBIMU. Tpa-
JMIIMOHHBIE BUPYCHI YCTYIAIOT MECTO KpymHOMacITaOHbpM KammnaausM: APT, atakam
Ha IICTIOYKH IMocTaBok, deepfake u corpanpHoM nHKeHeprn. HabOmromaetest poct Komuve-
CTBa WHITMJICHTOB M YCIJIOKHEHHE TPECTYIUICHUH OJarojapst UCTOIb30BaHUIO MAIlliH-
HOTO OOY4YEeHMS, aBTOMATU3AIIMHN U aHAJTN3a MOBEICHUS. ITO JIeNaeT yCTapeBITUMH Tpa-

JUITMOHHBIE MOXOAbI K 00eCreYeHnI0 MHPOPMAITMOHHON 0€3011aCHOCTH.
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Kak ormedaercs B pabote [1], 3a mocienHue ASCITHICTHS MAacIITAaObl M CIIOXK-
HOCTh KHMOepaTak BO3POCIM MHOTOKpPATHO: paHee 3alluTa CTpOuJach MPOTUB CTaH-
JApTHBIX YIPO3 BPOJIE TPOSIHOB M CETEBBIX YEPBE, OJJTHAKO Pa3BUTHUE III0OATBLHOM CETH
U YCUJIEHHE B3aMMO3aBUCUMOCTH HH(POPMAIIMOHHBIX HHPPACTPYKTYP MPUBEIHU K BO3-
HUKHOBEHMIO TOpa3o 00Jiee CIOKHBIX aTak HOBOTO MOKOJICHUSI.

CoBpeMeHHBIE YTpo3bl XapakTepu3yrorcs npumeHennem MU, deepfake, atakamu
Ha oOyiaka u 10T, pummarom u yreukamu naHaeix. McciaenoBanue [2] BbiaenseT Kiro-
YeBbIC HAMIPABJICHUS IBOJIOLUHU YTPO3: POCT aTak Ha 00JauHbIe CEPBHUCHI, AKTUBU3AIIHS
COLIMAJIbHOM MHKEHEpUHU U npuMmenenue NN.

CoBpeMenHbll JanamadT KUOEpyrpo3 xapakTepusyercs riay0okoi Tpanchop-
Maluen, npuoopeTarolel ruOpUIHbBIA U aJallTUBHBIA XapaKTep, HHTErPUPYs TeX-
HUYECKHE U COIMaIbHO-UH)XEHEPHBbIE acleKThl. MccaenoBaHus MOKa3bpIBalOT, YTO
nepexo]l K muppoBoil SIKOHOMUKE M MIMPOKOE BHEIPEHUE TEXHOJOTHH pacmpeie-
NEHHBIX BhIYMCICeHUN (0Onaunbie cepBuckl, Mutepuer Bemieit (10T), 5G-undpa-
CTPYKTypa) OOyCJIOBHJIM MOSIBIIEHHE HOBBIX KJIACCOB YIpo3, paHEe OTCYTCTBOBAB-
mux B kiaaccuueckux I T-cucremax [3].

OtnenpHOE HAINPaBJICHUE HCCICAOBAHUN TPEICTaBlIeHO B padote [4], rne mox-
YEepKUBAETCS CMEHA BEKTOpa HAMAJICHUs ¢ TEXHUYECKHX KOMIIOHEHTOB Ha YeJoBeue-
ckue (aktopsl. [Tonbp3oBaTenbckas akTUBHOCTh CTaja OCHOBHOM TOYKOM pUCKa, 0CO-
OCHHO B CBETE YBEJIUYCHHUS MPAKTHKH TUCTAHIIMOHHOW PabOThI W MOJMTHKU Bring
Your Own Device (BYOD)

BospacTaromiast ci0)XHOCTh U pa3HOO0pa3re COBPEMEHHBIX KMOEpPYrpo3 BBIHYX-
JaeT OpraHu3aluu MePeXoIUTh K apXUTEKType HHPOPMAIIMOHHOM 0€3011acHOCTH, KO-
TOpasi CIOCOOHA 3aIIUIATh HE TOJBKO OTAETbHBIC PECYpPChl M TOYKU JOCTYyTMa, HO H
camy CTPYKTypy KopropaTuBHOM cetr. OqHuM u3 3¢(HEKTUBHBIX HAMIPaBICHUH pelie-
HUS JJAHHOM MPOOJIEMbI BBICTYIIACT KOHIICTIIIUS apXUTCKTYPBI HYJICBOTO ToBepus (Zero
Trust Architecture, ZTA).

B crartbe [5] moapoOHO paccMoTpeHa peanu3anus KoHuenuu Zero Trust npume-
HUTEJBLHO K MpOMBINUIeHHOMY cermMeHTy MuTepHera Bemielt (10T). [Tomu€pkuBaercs,

4dTO TpaaUMOUMOHHBIC CPCACTBA 3adlllUTbl OKAa3bIBAKOTCA  HCAOCTATOYHBIMH B
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BBICOKOPACIPEIEIEHHBIX, PA3HOPOIHBIX U UYBCTBUTEIBHBIX K BDEMEHHBIM 3a/Iep:KKaM
CUCTEMAax, TAKUX Kak MpombilieHHbIe 10T-ceTu.

[Mpunnun Zero Trust B coueTaHuu ¢ CETMEHTHUPOBAHHOM CTPYKTYpOU ceTH, pas-
BUTHIMU MEXaHU3MaMHU HJICHTU(PHUKAIKUKA U KOHTPOJI JAOCTYIa, & TAKKE BO3MOXKHO-
CTSIMU MPOTPAMMHO-OTIpEENsieMoil HHGPACTPYKTYPhI MO3BOJIAIOT TOCTPOUTH HAEK-
HYIO CUCTEMY 3aIlIUTHI.

Takum o0pazom, paboTa MogYEPKUBAET TpaHCPOPMALIUIO KUOEPYTrpo3 B yCIO-
BUSIX MU(PPOBHU3AIUN U HEOOXOIUMOCTh MEepexoa OT TPAIUIIMOHHBIX MOJENei Oe3-
OMACHOCTU K aJIallTUBHBIM, OPUEHTHPOBAHHBIM Ha MPOAKTUBHOE pEarupoBaHHUE U
YCTOWYUBOCTH cucTeM. Ocob60e BHUMaHUE yIEIeTCS TAKUM aClieKTaM, KaK MCIIOIb30-
BaHME MCKYCCTBEHHOI'O MHTEIIJIEKTa B aTakax, pOCT POJIU COIMATIbHON MHKEHEPUU U

YA3BUMOCTH LOCIIOYCK ITOCTABOK.
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